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What are they?
 Cookies are a small piece of data sent from a website and stored in the user's web browser 

while the user is browsing

 Every time the user loads the website, the browser sends the cookie back to the server to 
notify the user's previous activity

 Cookies were designed to be a reliable mechanism for websites to remember information 
(such as items added in the shopping cart) or to record the user's browsing activity (including 
clicking particular buttons, logging in, or recording which pages were visited in the past)

 Cookies can also store passwords and online form information a user has previously entered, 
such as a credit card number or an address

 Cookies are browser-specific – each browser (Edge, Chrome etc.) maintains its own cookies
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Types of cookie
Session cookie - exists only in temporary memory while the user navigates the website. Web 
browsers normally delete session cookies when the user closes the browser

Persistent cookie (sometimes referred to as tracking cookies) expire at a specific date or after a 
specific length of time. They can be used by advertisers to record information about a user's 
web browsing habits over an extended period of time. However, they are also used for 
"legitimate" reasons as well (such as keeping users logged into their accounts on websites, to 
avoid re-entering login credentials at every visit).

Third-party cookie - normally, a cookie's domain will match the domain that is shown in the web 
browser's address bar. This is called a first-party cookie. Third-party cookies, however, belong to 
domains different from the one shown in the address bar. This opens up the potential for 
tracking the user's browsing history, and is often used by advertisers in an effort to serve 
relevant advertisements to each user.  Since 2011, European law requires all websites targeting 
European Union member states to gain "informed consent" from users before storing non-
essential cookies on their device.

Most modern web browsers contain privacy settings that can block third-party cookies.
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Managing cookies – e.g. Microsoft Edge

Block third-party cookies
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What do they contain?
Nothing too intelligible!
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